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[40] Antoine Joux, Sébastien Kunz-Jacques, Frédéric Muller, and Pierre-Michel Ricordel,

Cryptanalysis of the tractable rational map cryptosystem, Public Key Cryptography—

PKC 2005, Lecture Notes in Comput. Sci., vol. 3386, Springer, Berlin, 2005, pp. 258–

274. MR MR2174046

[41] Arkadius Kalka, Mina Teicher, and Boaz Tsaban, Cryptanalysis of the algebraic eraser

and short expressions of permutations as products, 2008.

[42] Wolfgang Lempken and Tran van Trung, On minimal logarithmic signatures of finite

groups, Experiment. Math. 14 (2005), no. 3, 257–269. MR MR2172704

4



[43] Françoise Levy-dit-Vehel and Ludovic Perret, Polynomial equivalence problems and

applications to multivariate cryptosystems, Progress in Cryptology—Indocrypt 2003,

Lecture Notes in Comput. Sci., vol. 2904, Springer, Berlin, 2003, pp. 235–251. MR

MR2092385 (2005e:94175)

[44] Françoise Levy-dit Vehel and Ludovic Perret, A Polly Cracker system based on satis-

fiability, Coding, cryptography and combinatorics, Progr. Comput. Sci. Appl. Logic,

vol. 23, Birkhäuser, Basel, 2004, pp. 177–192. MR MR2090648 (2005e:94176)

[45] Le Van Ly, Polly Two: A new algebraic polynomial-based public-key scheme, Appl.

Algebra Engrg. Comm. Comput. 17 (2006), no. 3-4, 267–283. MR MR2233786

[46] Mohamed Saied Emam Mohamed, Jintai Ding, and Johannes Buchmann, Algebraic

cryptanalysis of MQQ public key cryptosystem by mutantxl, 2008.

[47] Naoki Ogura and Shigenori Uchiyama, Remarks on the attack of Fouque et al. against

the lIC scheme, 2008.

[48] , Cryptanalysis of the birational permutation signature scheme over a non-

commutative ring, 2009.

[49] Ayoub Otmani, Jean-Pierre Tillich, and Leonard Dallot, Cryptanalysis of two

McEliece cryptosystems based on quasi-cyclic codes, 2008.

[50] Ayoub Otmani, Jean-Pierre Tillich, and Léonard Dallot, Cryptanalysis of two
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